Monthly Executive Committee Call
Thursday, April 16, 2015
3:30pm to 5:00pm EDT
Dial-in: 877-679-7915 / Participant ID: 41038213
Minutes
1. Roll Call
We had a quorum. Present were:
Sharon Santilli – President
Carol Eaton – Vice President
Wally McClure – Secretary
Jim Fleming - Treasurer
Laurie McGrath – Past President
Region 1 – Mary Weatherill
Region 2 – Eileen Stack
Region 3 – Craig Burshem
Region 4 – Charles Bryson
Region 5 – Erin Frisch
Region 6 – Steve Smith
Region 8 – Liesa Stockdale
Region 9 – Todd Bright
Region 10 – Carol Beecher

Committee Chairs:
Alisha Griffin – Medical Support
Jeff Cohen – NCCSD Website
Ann Coffin – IRS Fraud

2. Welcome
President Santilli welcomed the committee.

3. Approval of Minutes March 19th and April 6th 
Both sets of minutes were approved and are attached.

4. Treasurer’s Report
Jim Fleming reviewed the attached Treasurer’s report and highlighted the balance of $122,000 due to receipts for the annual conference and the committed expenses of the conference not yet paid.  Erin Frisch moved to accept the report. Liesa Stockdale seconded. Motion passed. 
5. President’s Report
Sharon Santilli reviewed her attached report and further discussed a clarification regarding Commissioner Turetsky listening in on calls with judges and commissioners in some jurisdictions. Directors expressed a desire to be aware of Vicki participating in these meetings so they wouldn’t be surprised by potential resulting questions.

6. Committee Reports
· NCCSD Website  Chair- Jeff Cohen
Jeff reported that we had no takers on our request for bids to redesign our website. 

· Finance Chair- Jim Fleming
Jim answered a few questions about our accountant and whether we might consider a replacement next year. 
He also reported that we have 133 attendees signed up for the conference, including 121 early registrants and that we are substantially ahead of our budget, due partially to Sharon saving on printing costs.

· OCSE Update on Policy and Rules Chair- Craig Burshem
Craig provided a written summary and led discussion on the annual OCSE certification statement that each state is required to sign. The statement is due April 30 but OCSE has provided the wrong form for signature. Language on the form includes a 1 hour reporting requirement for all breaches of confidential information which is not in keeping with agreed-to reporting requirements. 

· Conference Report- Chair -Sharon Santilli
Sharon reported that the hotel is ready for the conference and that we have surpassed our room block and are into the overflow hotel now. She reviewed some highlights to the agenda and planned activities and asked that we respond to the crowd sourcing form if we haven’t already.

· Report to Congress Chair -Wally McClure VOTE
Wally led brief discussion of the final draft and its evolution to current state. Jim Fleming moved to accept. Carol Eaton seconded. Letter was approved unanimously. 

7. Old Business	
· Mentor Program
A new committee is formed for the purpose of developing a mentoring program. Erin Frisch will chair. 

·  Intergovernmental update- Alisha Griffin
Alisha led discussion on states’ progress in passing UIFSA and obstacles some states are encountering. 

8. New Business-
Jim Fleming reported that NCCSD made a donation to the Imagine Foundation in memory of Janice Desbien, wife of Larry Desbien, Colorado IV-D director.  Janice passed away on April 2. 

Jim asks that we develop specific by laws to address degree of relationship and amounts to help us stay consistent with future donations.

We had a brief discussion about the upcoming NCSEA board meeting agenda and their election for President and Treasurer. 

Sharon will chair a meeting soon on Medical. Carol, Jim, Eileen and Alisha volunteered to participate if schedule allowed. 

Attachments:
· Minutes 
· March 19th  
· [bookmark: _GoBack] April 6      
  
· President’s Report


· 
Treasurer’s Report    

· 
[bookmark: _MON_1491471957]OCSE Monthly Releases 
 
· Letter to Congress     

[bookmark: _MON_1491471815]   
image2.emf
2015-03 Treasurer's  Report.pdf


2015-03 Treasurer's Report.pdf


$90,413.91


Deposits/Credits


3/2 $380.00


3/3 $2,760.00


3/5 $2,260.00


3/6 $380.00


3/9 $2,640.00


3/10 Electronic Deposit ($1500 x 1, $1000 x 1, $500 x 1, $380 x 2) $3,760.00


3/11 $2,260.00


3/11 $1,140.00


3/12 $380.00


3/16 $380.00


3/16 $85.00


3/17 $1,900.00


3/18 $760.00


3/19 $760.00


3/19 $135.00


3/20 $1,380.00


3/23 $430.00


3/24 $3,520.00


3/24 $2,260.00


3/25 $380.00


3/26 $810.00


3/27 $380.00


3/30 $1,380.00


3/30 $380.00


3/31 $1,670.00


3/31 $3.46


Total Deposits $32,573.46


Debits


3/9 $48.10


3/11 $499.76


Total Debits $547.86


Electronic Deposit ($380 x 1)


NATIONAL COUNCIL OF CHILD SUPPORT DIRECTORS


TREASURER'S REPORT


Activity March 1, 2015 - March 31, 2015


Beginning Wells Fargo Balance as of 3/1/2015


Interest Payment


Electronic Deposit ($1500 x 1, $500 x 1, $380 x 2)


Deposit ($1500 x 1, $380 x 2)


Electronic Deposit ($380 x1)


Electronic Deposit ($1500 x 1, $380 x 3)


Deposit ($1500 x 1, $380 x 2)


Electronic Deposit ($380 x 3)


Electronic Deposit ($380 x 1)


Deposit ($380 x 1)


Sharon Santilli (bags for registrants)


Credit card fees and charges for February


Deposit (fed for NCCSD dinner at $85)


Electronic Deposit ($380 x 5)


Electronic Deposit ($380 x 2)


Electronic Deposit ($380 x 2)


Deposit ($85 x 1, $50 x 1)


Electronic Deposit ($1000 x 1, $380 x 1)


Electronic Deposit ($380 x 1, $50 x 1)


Deposit ($1000 x 1, $500 x 2, $380 x 4)


Electronic Deposit ($1500 x 1, $380 x 2)


Electronic Deposit ($380 x 1)


Electronic Deposit ($380 x 2, $50 x 1)


Electronic Deposit ($380 x 1)


Deposit ($1000 x 1, $380 x 1)


Electronic Deposit ($380 x 1)


Electronic Deposit ($380 x 4, $50 x 3)







$122,439.51


Pending Items


$853.26


Ending Wells Fargo Balance as of 3/31/2015


Credit card fees and charges for March
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NCCSD

National Council of Child Support Directors



OCSE Policy and Media Releases                                                                                                                                                                                                                                   Monthly OCSE Releases 2015

April 2015

		OCSE Policy Releases



		Quantity Received

		Type of OCSE Policy 

		Policy Number  and Date 

		Description

		Requires State Action

Due date 

		Attachment



		

		AT

		N/A

		

		

		



		

		DCL

		N/A

		

		

		



		1

		IM

		IM-15-01

04/13/2015

http://www.acf.hhs.gov/programs/css/resource/uniform-interstate-family-support-act-2008-and-hague-treaty-provisions 

		IM-15-01: Uniform Interstate Family Support Act (2008) and Hague Treaty Provisions- The article clarifies recent legislative discussions and questions about the Hague treaty.

		Yes



Reminder:  UIFSA 2008 must be in effect in every state “no later than the effective date of laws enacted by the legislature of the State.  No later than the first day of the first calendar quarter beginning after the close of the first regular session of the State legislature that begins after the date of the enactment of this Act.  

		





		

		PIQ

		N/A

		

		

		



		



		International Policy

		N/A

		

		

		



		



		Tribal Policy

		N/A

		

		

		



		News Releases



		

		Media

		N/A

		

		

		



		

		Grants

		N/A

		

		

		







		Chirp Releases



		Quantity 

Received

		Topic

		OCSE Link

		

		



		

		N/A

		

		

		



		

		

		

		

		



		

		

		

		

		



		

		

		

		

		



		

		

		

		

		



		Upcoming Webinars



		Date

		Topic

		Registration Information

		

		



		

		N/A
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National Council of Child Support Directors

OCSE Policy and Media Releases                                                                                                                                                                                                                                                Monthly OCSE Releases 2015

March 2015

		OCSE Policy Releases



		Quantity Received

		Type of OCSE Policy 

		Policy Number  and Date 

		Description

		Requires State Action

Due date 

		Attachment



		

		AT

		N/A

		

		

		



		5

		DCL

		DCL-15-03

03/04/2015

http://www.acf.hhs.gov/programs/css/resource/health-insurance-exchange-special-enrollment-periods 

		DCL-15-03: Health Insurance Exchange Special Enrollment Periods:

A Final Rule was published on 2/27/2015 by the Centers for Medicare and Medicaid Services that establishes provisions for special enrollment periods for medical coverage that must be obtained under court orders, including child support orders.  The provision will be effective on April 28, 2015.

		Yes



Please view the attachment for additional information.

		





		

		

		DCL-15-04

03/04/2015

http://www.acf.hhs.gov/programs/css/resource/nprm-on-prepaid-accounts-under-the-electronic-fund-transfer-act





 

		DCL-15-04: NPRM on Prepaid Accounts under the Electronic Funds Transfer Act:

The Consumer Financial Protection Bureau(CFPB) issued a Notice for Proposed Rulemaking (NPRM) on 12/24/2014, with comments due on 

March 23, 2015

		YES



Comment are due on March 23, 2015



		





		

		

		DCL-15-05

03/24/2015

http://www.acf.hhs.gov/programs/css/resource/fpls-user-fees-for-child-welfare-agencies 

		DCL-15-05:  FPLS User Fees for Child Welfare Agencies

OCSE will charge State child welfare agencies a fee for the use of FPLS data regardless of their method for accessing the data.



		No action necessary

		





		

		

		DCL-15-06

03/26/2015

http://www.acf.hhs.gov/programs/css/resource/security-agreement-faqs 

		DCL-15-06:  Security Agreements-FAQS

These are Frequently Asked Questions and comments about the State Child Support Agency Security program.



		Yes

Please review the Frequently Asked Questions

		





		

		

		DCL-15-07

03/26/2015

http://www.acf.hhs.gov/programs/css/resource/security-and-privacy-program-for-state-child-support-agencies 

		DCL-15-07:  Security and Privacy Program

The annual Certification Statement for security and privacy program for State Child Support Agencies is due.

		Yes

The Certification Statement is due no later than April 30, 2015.  

		





State CS Annual Certification Statement 



		

		IM

		N/A

		

		

		



		

		PIQ

		N/A

		

		

		



		



		International Policy

		N/A

		

		

		



		



		Tribal Policy

		N/A

		

		

		



		News Releases



		

		Media

		N/A

		

		

		



		

		Grants

		N/A

		

		

		





		Chirp Releases



		Date

		Topic

		OCSE Link

		

		



		3/18/15

		Chirp-2014 Employer Symposium Report

		http://www.acf.hhs.gov/programs/css/news 

		OCSE coordinated with the Eastern Regional Interstate Child Support Association (ERICSA) to host an Employer Symposium on May 2, 2014.  The results of the symposium are in the report. 

		



		3/19/15

		Chirp-Resources on implementing WIOA

		http://www.acf.hhs.gov/programs/css/news 

		The Workforce Innovation and Opportunity Act (WIOA) provides an opportunity for collaboration with child support agencies.  There are several resources on their website.

		



		Upcoming Webinars



		Date

		Topic

		Registration Information

		

		



		

		N/A
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National Council of Child Support Directors
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February 2015

		OCSE Policy Releases



		Quantity Received

		Type of OCSE Policy 

		Policy Number  and Date 

		Description

		Requires State Action

Due date 

		Attachment



		1

		AT

		AT-15-01

2/10/2015

http://www.acf.hhs.gov/programs/css/resource/amendment-of-state-plan-preprint-page-212-20-adoption-of-uniform-state-laws



		AT-15-01:  Amendment of State Plan Preprint Page 2.12-20, Adoption of Uniform State Laws

State plan page 2.12 is amended by revising state plan page 2.12-20.

		Yes



Please view the attachment for the details. 

		



State Plan page 2.12-20 1



		

		DCL

		N/A

		

		

		



		

		IM

		N/A

		

		

		



		

		PIQ

		N/A

		

		

		



		



		International Policy

		N/A

		

		

		



		



		Tribal Policy

		N/A

		

		

		



		News Releases



		

		Media

		N/A

		

		

		



		2/10/15

		Grants

		DOL grant opportunities for 2015

		The Department of Labor Employment and Training Administration is offering several grants for 2015.  Log onto the DOLETA website for more information.

		http://www.doleta.gov/grants/find_grants.cfm 

		



		Chirp Releases



		Date

		Topic

		OCSE Link

		Details

		



		2/02/15

		Chirp-TRICARE and the ACA

		http://www.acf.hhs.gov/programs/css/news



		Under the ACA, DOD’s TRICARE qualifies as health coverage.  There is a link in the article that has benefit updates for military members or retirees.

		



		02/05/15

		CHIRP-All states using Insurance Match

		http://www.acf.hhs.gov/programs/css/news



		Minnesota is now a participant in the Insurance Match.  All states and territories are receiving insurance matches through OCSE.

		



		02/10/15

		CHIRP-DOL grant opportunities for 2015

		http://www.acf.hhs.gov/programs/css/news



		The Department of Labor’s Employment and Training Administration published a list of open and soon-to-be-open grant opportunities for 2015

		



		02/18/15

		CHIRP-Teen dating violence awareness events

		http://www.acf.hhs.gov/programs/css/news



		The month of February is Teen Dating Violence Awareness Month.  There are several events scheduled during the month.

		



		02/19/15

		CHIRP-Learn how to help with measles

		http://www.acf.hhs.gov/programs/css/news



		There’s a new ACF fact sheet with information regarding measles.

		



		02/23/15

		CHIRP-Managing change in child support

		http://www.acf.hhs.gov/programs/css/news



		OCSE has a new website on managing change in the child support program.

		



		Upcoming Webinars



		Date

		Topic

		Registration Information

		

		



		

		N/A
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National Council of Child Support Directors
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January 2015

		OCSE Policy Releases



		Quantity Received

		Type of OCSE Policy 

		Policy Number  and Date 

		Description

		Requires State Action

Due date 

		Attachment



		

		AT

		N/A

		

		

		



		2

		DCL

		DCL-15-01

01/09/2015

http://www.acf.hhs.gov/programs/css/resource/fpls-minor-release-14-02

		DCL-15-01:  FPLS Minor Release 14-02-

The federal Office of Child Support Enforcement will produce FPLS Release 14-02.  The enhancements will take effect in different timeframes.  

		Yes



Please view the attachment for the timeframes.  

		





		

		

		DCL-15-02

01/14/2015

http://www.acf.hhs.gov/programs/css/resource/revised-irs-publication-1075 



		DCL-15-02:  Revised IRS Publication 1075- The IRS, Office of Safeguards, updated Section 1.1 of Publication 1075.  In Section 1.1 the IRS clarifies that agencies may distribute reports internally and externally from outside parties for IRS Safeguards documents.

		Yes



You can view Publication 1075(revised October 2014) on the IRS website under Safeguards Program.  

		





		

		IM

		N/A

		

		

		



		

		PIQ

		N/A

		

		

		



		



		International Policy

		N/A

		

		

		



		



		Tribal Policy

		N/A

		

		

		



		News Releases



		1/7/15

		Media

		Free Multicultural Health Planners

		The National Institute of Arthritis and Musculoskeletal and Skin Diseases is offering a free “A Year of Health” planner.  

		http://www.acf.hhs.gov/programs/css/news/free-multicultural-health-planners

		



		1/21/15

		Grants

		DOJ seeks reentry project grant applications

		DOJ is offering a reentry mentoring project grant.  Applicants must register with Grants.gov prior to submitting an application.  All applications are due by 11:59 p.m. eastern time on March 2, 2015

		http://www.acf.hhs.gov/programs/css/news/doj-seeks-reentry-project-grant-applications 

		



		Chirp Releases



		Date

		Topic

		OCSE Link

		Details

		



		1/8/15

		Chirp-Financial empowerment toolkit for social services

		http://www.acf.hhs.gov/programs/css/news



		ACF is promoting a financial empowerment tools for social services programs.  “Your Money, Your Goals” has training resources to help families set goals and improve financial management skills.

		



		1/27/15

		Chirp-Workforce Innovation and Opportunity Act

		http://www.acf.hhs.gov/programs/css/news



		The Department of Labor has produced a 13-part webcast series where  you can learn about the New Workforce Innovation and Opportunity Act (WIOA)

		



		

		

		

		

		



		Upcoming Webinars



		Date

		Topic

		Registration Information

		

		



		01/27/15

		Affordable Care Act-Webinar:  “What Native Youth Need to Know about the Affordable Care Act”

		When:  Thursday, January 29 2015 3:00 pm Call-In Number: 888-989-4986

Participant Pass code:  7171070

		Webinar link:  

https://global.gotomeeting.com/join/271169805

		











image2.emf

DCL-15-03 03042015.xps




DCL-15-03 03042015.xps

Listen


Health Insurance Exchange Special Enrollment Periods


DCL-15-03


Published: March 4, 2015 


Information About: State/Local Child Support Agencies, Tribal Child Support Agencies


Topics: Case Management, Medical Support, Order Establishment, Family Services & Referrals, Health Care Coverage


Types: Policy, Dear Colleague Letters (DCL)


Tags: Affordable Care Act


DEAR COLLEAGUE LETTER


DCL-15-03


DATE: March 4, 2015


TO: ALL STATE AND TRIBAL IV-D DIRECTORS


RE: Health Insurance Exchange Special Enrollment Periods


Dear Colleague:


We are pleased to announce that on February 27, 2015, the Centers for Medicare and Medicaid Services published a Final Rule 


(http://www.gpo.gov/fdsys/pkg/FR-2015-02-27/pdf/2015-03751.pdf), which, among other things, establishes provisions for special enrollment periods 


for medical coverage that must be obtained under court orders, including child support orders. A new or modified medical support order is a qualifying 


event for parents who will need to enroll their child(ren) in health care coverage outside of the open enrollment period. This provision will become effective 


on April 28, 2015.


The Final Rule adds paragraph 45 CFR 155.420(d)(2)(i), which states: “The qualified individual gains a dependent or becomes a dependent through 


marriage, birth, adoption, placement for adoption, placement in foster care, or through a child support or other court order.”


Additionally, 45 CFR 155.420 (b)(2)(v) states: “In the case of a court order as described in paragraph (d)(2)(i) of this section, the Exchange must ensure 


that coverage is effective for a qualified individual or enrollee on the date the court order is effective…” This requirement is intended to minimize any gap in 


coverage the individual may experience and allow Exchanges to provide consumers with a choice for regular effective dates.


Sincerely,


Vicki Turetsky


Commissioner


Office of Child Support Enforcement


cc: ACF/OCSE Regional Program Managers





Page 1 of 1





Health Insurance Exchange Special Enrollment Periods | Office of Child Support Enforce...





3/16/2015





http://www.acf.hhs.gov/programs/css/resource/health-insurance-exchange-special-enrollm...








UFFICE OF CHILD SUPPURT ENFURBEMENT

of the Administratio
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Listen


NPRM on Prepaid Accounts under the Electronic Fund Transfer Act


DCL-15-04


Published: March 4, 2015 


Information About: State/Local Child Support Agencies, Tribal Child Support Agencies


Topics: Case Management, Debit Cards/Direct Deposit


Types: Policy, Dear Colleague Letters (DCL), Regulations


Tags: Electronic Communication


DEAR COLLEAGUE LETTER


DCL-15-04


DATE: March 4, 2015


TO:  ALL STATE AND TRIBAL IV-D DIRECTORS


RE:  NPRM on Prepaid Accounts under the Electronic Fund Transfer Act


Dear Colleague:


The federal Office of Child Support Enforcement (OCSE) has learned that the Consumer Financial Protection Bureau (CFPB) issued a Notice for 


Proposed Rulemaking (NPRM) (http://www.gpo.gov/fdsys/pkg/FR-2014-12-23/pdf/2014-27286.pdf) on December 23, 2014, with comments due 


March 23, 2015.  The proposal would require strong, new federal consumer protections for the prepaid market.  The proposal would require prepaid 


companies to limit consumers’ losses when funds are stolen or cards are lost, investigate and resolve errors, provide easy and free access to account 


information, and adhere to credit card protections.


We are providing you this information so you may respond to the NPRM if you have any comments.  As you know, various state governments may use 


prepaid products to distribute non-needs-tested benefits such as child support payments as well as needs-tested benefits such as Temporary Assistance 


for Needy Families (TANF) and the Supplemental Nutrition Assistance Program (SNAP).


Sincerely,


Vicki Turetsky


Commissioner


Office of Child Support Enforcement


cc:  ACF/OCSE Regional Program Managers





Page 1 of 1
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Listen


FPLS User Fees for Child Welfare Agencies


DCL-15-05


Published: March 24, 2015 


Information About: State/Local Child Support Agencies, Other Public Partners, Child Welfare (IV-B)


Topics: Federal Systems, Federal Parent Locator Service (FPLS)


Types: Policy, Dear Colleague Letters (DCL)


Tags: User Fees


DEAR COLLEAGUE LETTER


DCL-15-05


DATE: March 24, 2015


TO: ALL STATE IV-D DIRECTORS


RE: FPLS User Fees for Child Welfare Agencies


Dear Colleague:


Previously, state child welfare agencies submitted cases to the Federal Parent Locator Service (FPLS) for locate purposes through the state child support 


agency. In Federal Fiscal Year 2015, state child welfare agencies were granted access to FPLS data through the Child Support Portal.


The federal Office of Child Support Enforcement, in accordance with subsection 453(k)(3) of the Social Security Act, is charging fees to state child welfare 


agencies for their use of FPLS data, regardless of their method for accessing the data. State child welfare agencies are required to reimburse OCSE 


directly for costs associated with obtaining FPLS data. However, OCSE will not charge state child support agencies for costs associated with state child 


welfare agencies accessing FPLS data.


If you have questions, please contact Linda Boyer at linda.boyer@acf.hhs.gov, or 202-401-5410.  Thank you for your continued efforts on behalf of our 


nation’s children.


Sincerely,


Vicki Turetsky


Commissioner


Office of Child Support Enforcement





Page 1 of 1





FPLS User Fees for Child Welfare Agencies | Office of Child Support Enforcement | Ad...





4/10/2015





http://www.acf.hhs.gov/programs/css/resource/fpls-user-fees-for-child-welfare-agencies
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Office of Child Support Enforcement


State Child Support Agency Security Program


Frequently Asked Questionsand Comments


March 2015


Frequently Asked Questions


1.In developing the security agreement, did the Office of Child Support Enforcement 


(OCSE) evaluate whether the controls required by the security agreement are 


consistent with Internal Revenue Service (IRS)-required controls?  


Yes.Both the IRS safeguarding requirements and the OCSE security requirements 


are based on the Federal Information Security Management Act (FISMA), National 


Institute of Standards andTechnology (NIST) guidance, and Office of Management 


and Budget (OMB) requirements. 


If Child Support (CS) program information, Federal Parent Locator Service (FPLS) 


information, and IRS information aretreated the same way, you are likely already in 


compliance with OCSE’s security requirements. 


2.Please describe why there is a distinction between FPLS and CS program 


information throughout the security agreement. Please also highlight the differences 


in safeguarding requirements for FPLS information versus CS program information.  


The FPLS information is federal information and is subject to FISMA, NIST, OMB, 


and Department of Health and Human Services (HHS) requirements. The distinction 


was drawn because CS program information other than FPLS informationis not 


subject to all of the federal requirements. 


For example, in Section II.A, Management Security Control 4 requires the CS 


agency to have a Network Access Control (NAC) solution to access FPLS 


information remotely, but the CSagency decides what therequirementsare for 


remote access to state CS information. Section IIB, Operational Security Control 1 


requirements are also different for FPLS information. 


3.The security agreement clearly describes FPLS information. However, CS 


Information is not well-defined. Please clarify the definition of CS program 


information. 


The security agreement describes CS program information as “the state CS program 


information,other state and tribal program information, and confidential information.”


Confidential information is further described as “any information relating to a 


specified individual or an individual who can be identified by reference to one or 


more factors specific to him or her, including but not limited to the individual's Social 


Security number, residential and mailing addresses, employment information, and 


financial information.”  Ref. 45 Code of Federal Regulations (CFR) 303.21(a).


1 








Office of Child Support Enforcement


State Child Support Agency Security Program


Frequently Asked Questionsand Comments


March 2015


4. The agreement requires state CS agencies to undergo an independent security 


assessment within six months of major organizational, system framework, hardware, 


and operating system changes that have taken place since the previous 


independent assessment. Please clarify what OCSE considers a “major” change 


and independent security assessment.(Section IV.B)


We have provided several definitions of major changes, including the IRS 


Publication 1075 definition. State CS agencies should also review Policy Action 


Transmittal 06-03 Section M (August 2006) for a further description of substantive 


system enhancements. 


We are happy to work with stateCS agenciesto determine if the change being 


contemplated would be considered “major” and would require an independent 


assessment.  


“Best” security practices recommend a security assessment before significant 


changes to any environment are deployed. If the state CS agency is unable to have 


an independent state auditor review the new environment for little or no cost, OCSE 


will work with you to develop a plan that does not place additional financial burden 


on youragency.


From NIST 800-37 Rev. 1, F.4 Ongoing Authorization, Page F.7


Significant changes to an information system may include for example: (i) installation 


of a new or upgraded operating system, middleware component, or application; (ii) 


modifications to system ports, protocols, or services; (iii) installation of a new or 


upgraded hardware platform; (iv) modifications to cryptographic modules or services; 


or (v) modifications to security controls. Examples of significant changes to the 


environment of operation may include for example: (i) moving to a new facility; (ii) 


adding new core missions or businessfunctions; (iii) acquiring specific and credible 


threat information that theorganization is being targeted by a threat source; or (iv) 


establishing new/modified laws, directives, policies, or regulations.”


From IRS 1075, 7.1 General, Page 38:


“Significant changes would include, but are not limited to, new computer equipment, 


systems or applications (hardware or software); new facilities; and organizational 


changes such as movement to a consolidated data center from an embedded IT 


operation.”


The security agreement lists the following as acceptable independent assessments:


Internal Revenue Service Safeguard Review Report; 


Social Security Administration Independent Validation and Verification;   


2 








Office of Child Support Enforcement


State Child Support Agency Security Program


Frequently Asked Questionsand Comments
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A review conducted by an independent state auditing agency such as the 


State Office of the Inspector General; 


A review conducted byan independent auditing firm hired by the state CS 


agency.


5.The security agreement requires the state CS agency to “report to OCSE/Division of 


State and Tribal Systems (DSTS) any significant changes to the state CS agency’s 


security procedures.” Please elaborate on, or provide examples of, “significant 


changes” that OCSE/DSTS would require state child support agencies to report.


(Section II.A.7)


This requirement is unchanged.The following is from the State Certification Guide 


section H-1:


“The plan mustensure that special evaluations are performed whenever a significant 


change to the system's physical security, hardware, or operating system software 


occurs.”  


6.The state CS agency is required to make records of authorized personnel with 


access to FPLS and CS information available to OCSE, within 2 working days of a 


request. We would appreciate leniency on the two day turnaround for such requests.


(Section II.B.5)


OCSE will work with you on the two day turnaround. 


7.The state CS agency is required to report security or privacy incidents or suspected 


incidents involving FPLS or CS program information to OCSE within one hour after 


discovery of an incident. The state CS agency would appreciate at least 24 hours to 


allow sufficient time to review, investigate and notify the state IV-D Director of 


privacy incidents before submission to OCSE.(Section II.B.6)


OCSE understands that you will not have gathered all the needed information within 


one hour of a reported event. However, OCSE must be alerted that a potential 


breach has occurred because OMB requires incidents involving PII to be reported to 


the United States Computer Emergency Readiness Team (US CERT) within one 


hour. That means OCSE has to report the event through our Chief Information 


Security Officer to the US Department of Health and Human Services (HHS) security 


and privacy organization. Then, HHS must report it to US CERT. Once the initial 


report is completed, the stateCSagency can update OCSE as information becomes 


available.  


If the incident does not involve federal PII, we have a little more flexibility with the 


timeframe but still need the information as soon as the state CS agency can provide 


it. 
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Reference:


OMB Memorandum M-06-19- Reporting Incidents Involving Personally Identifiable 


Information and Incorporating the Cost for Security in Agency Information 


Technology Investments 


8.The security agreement requires state CS agencies to notify OCSE of “security or 


privacy incidents (unauthorized disclosure of or use involving personal information).” 


Can OCSE provide clearer detail regarding the types of disclosures that require 


notification? Please also clarify if the state CS agency must notify OCSE of all 


incidents or if specific criterion is available in determining reportable incidents. 


Should the state CS agency notify OCSE of each single incident that occurs or is 


there a threshold or severity of incidents that must occur before submitting to 


OCSE? For example, does OCSE require notification if a single IV-D worker 


discloses FPLS or CS program information to the wrong customer not on the case?


(Section II.B.6)


OCSE must be notified of all incidents. OMB does not make any distinction between 


whether it is a single incident or multiple individuals’ information has been breached. 


If privacy information has been breached, we must be notified.  


9.The state CS agency is required to maintain a list of personnel authorized to access 


facilities and systems processing sensitive data including FPLS and CS program 


information. Does OCSE require the state IV-D office to maintain a list of personnel 


with access to facilities at the local offices? While we do maintain a list of personnel 


with access to the statewide automated system, we do not maintain a list of 


personnel with access to local offices.(Section II.B.7)


If personnel with access to local offices have access to FPLS or CS program 


information, whether or not they have access to the statewide system, we would 


expect either the state IV-D office or the local office to maintain a list. The list does 


not have to be maintained at the state level. 


10.The security agreement requires state CS agencies to prevent browsing with 


technical controls that limit access to FPLS and CS program information. We 


interpret this requirement tobe a new expansion to technical controls for CS 


workers. Pursuant to 45 CFR 307.13, the state agency has written policies limiting 


access to assigned cases or access to cases for IV-D purposes only for all 


personnel, including State and local staff and contractors. We anticipate this to be a 


significant enhancement to our systems since existing systems do not have the 


ability to prevent browsing. (Section II.C.2)
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We understand that this requires programming and will accept the compensating 


controls the state CS agency has in place for preventing browsing. Some examples 


of compensating controls could be regular audit log reviews, signed rules of 


behavior, and security awareness training. 


11.The security agreement requires state CS agencies to log each computer readable 


data extract from any database holding FPLS or CS program information and erase 


such data within 90 days after completing required use. Please restate the 


requirement as it is unclear. Our interpretation requires the state or local agencies to 


manually and/or electronically log every occurrence of data extracted to an excel or 


flat file. Extraction of data is a frequent occurrence for our operations teams. Such a 


requirement will be a significant burden requiring additional resources to implement.


(Section II.C.8)


This requirement is simply meant to limit databases with PII to the absolute minimum 


needed to perform work. A computer readable extract is a secondary store or file 


with duplicate data. If a state CS agency copies part or all ofthe FPLS data to an 


additional database outside of the normal process, that copy must be tracked and 


destroyed. The requirement isnot meant to address information kept in individual 


client files.


The requirement is taken directly from OMB Memorandum M-07-16, Safeguarding 


Against and Responding to the Breach of Personally Identifiable Information. 


“Log and Verify. Log all computer-readable data extracts from databases holding 


sensitive information and verify each extract, including whether sensitive data has 


been erased within 90 days or its use is still required;” 


12.Please consider including Tribal IV-D agencies in some way.  Leaving them out will 


make collaboration difficult.(Section II.B.1)


Comprehensive tribes are mentioned in Section I page 2 which specifies “This 


security agreement is applicable to the personnel, facilities, documentation, data, 


electronic and physical records and other machine-readable information, and the 


information systems of the state CS agency, including, but not limited to, state 


employees and contractors working with FPLS information and CS program 


information and state CS agency data centers, statewide centralized data centers, 


contractor data centers, state Health and Human Services’ data centers, 


comprehensive tribal agencies, data centers serving comprehensive tribes, and any 


other individual or entity collecting, storing, transmitting or processing FPLS 


information and CS program information.”


13.We would prefer something like “acknowledged” to “signed”for non-disclosure 


agreements, rules of behavior, or equivalent documents. We manage this process 
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electronically now using the staff’s user ID and password to acknowledge the 


document annually.(Section II.B.5)


The agreement has been updated to specify that the participant may sign in 


“handwritten or electronic form.”


14.We appreciate that we can use existing reviews, such as the IRS. Will Interim 


Safeguard Reports suffice? (Section V.B)


Yes, an IRS Interim Safeguard Review Report from the IRS will suffice. Since the 


interim report will not contain the state CS agency responses, OCSE may request 


the associated Corrective Action Plan to assist with reviewing the assessment. 


15.We wondered ifthe “never transport” applies to case files sent from one office to 


another location via bonded carriers for secure storage.We’d like to see such an 


exception as a practical matter.(Section II.B.2)


OCSE prefers that paper files never be transported offstate CS agency premises. In 


those rare instances when it is deemed necessary by the state CS agency 


management, compensatingcontrols such as using bonded carriers, strictly tracking 


the case files in transit, and verifying that the complete shipment isreceived will be 


acceptable. 


16.Is the definition of remote access the same for FPLS information as it is for IRS?In 


the past, IRS had issues with IRS information being accessed from non-state CS 


agency owned computers.More recently they have accepted our situation where 


county attorneys access IRS information via county owned computers.  They access 


the information via an encrypted channel. No information actually resides on the 


non-state CS agency owned equipment.(Section II.A.4)


We require remote transmission links to incorporate encryption which is compliant 


with the Federal Information Processing Standard (FIPS) 140-2; to utilize two factor 


authentication; and to be controlled by a Network Access Control (NAC) solution 


capable of enforcing security policy compliance on all endpoint devices used to 


connect to the state system housing FPLS information. As long as the stateCS 


agencyis enforcing security policy compliance, using two factor authentication, and 


ensuring strong encryption on transmission links, this requirement is satisfied.   


17.What timeframe do states have to make the system changes needed in order to fully 


comply with the new FPLS security/audit requirements?  Will OCSE offer a waiver or 


leniency while the state CS agencies make the necessary changes? For example, 


this section speaks to a fully automated audit trail for FPLS information which 


captures information on access of FPLS information.  Our system does not currently 
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have this ability.  I have met with System Staff who indicate thisis significant, costly 


work effort.(Section II.C.7)


Building a strong security program takes time. We are certainly willing to work with 


you on any technical controls that are not currently implemented. That said, an audit 


trail is an important component of a robust security posture and the auditable items 


required to ensure accountability and traceability can be captured through the 


client/server or web-enabled applications used to access the FPLS data. 


18.Does thissecurity agreement and certification statement apply to all aspects of the 


FPLS State Services Portal as well?  The security agreement requests us to certify 


that an audit trail of all searches is being maintained, but that is a federal portal.


(Section II.C.7)


We do not expect stateCS agencies to maintain an audit log of searches on the 


State Services Portal (SSP), but we do ask that you maintain a list of users with 


access to the portal. We maintain an audit trail at the federal level for all searches 


that come through the SSP and we review those logs regularly. 


If we must research a transaction that involves the SSP, we would use a 


combination of our audit logs and your user list to conduct the investigation.


19.Are the regulations and controls listed in the “Policy/Requirements Traceability” 


section listed for reference only? Is the control in the main body text what we are 


being asked to implement? (Section II)


The Policy/Requirements Traceability information is there for reference purposes 


only. Youare expected to comply with the control that is listed in the main body of 


the document.


20.May other existing audits, such as SAS-70/SOC2 and GAAP, be used to satisfy the 


certification requirements?  


SAS-70/SOC2 will satisfy the independent assessment requirement. 


The independent assessment must focus on technical, operational and management 


security processes and controls.


21.We have not previously been prompted to update certification documents, 


specifically Section H.Are we now required to re-submit Section H or are we 


required to certify we comply with Section H without resubmission of the actual 


document?(Section V.A)
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The annual certification statement replaces the biennial certification statement, and 


state CS agencies are required to comply with the Automated Systems for Child 


Support Enforcement: A Guide for States, dated August 2009 (Federal Certification 


Guide). 


22.Is there a template which would be used as a worksheet to track compliance with the 


individual components required in the security agreement and security addendum 


(similar to the SAR and SPR templates provided by the IRS)?  


No. StateCS agencies are not being asked to submit any documentation similar to 


the documentation the IRS requires. StateCS agenciesmust submit the security 


agreement and the annual certification statement. At OCSE’s request, stateCS 


agencies will be expected to submit their most recent independent assessment 


and/or the State’s Biennial Security Review Report.


23. Does the certification from the annual FPLS Certification Letter signed under DCL-


13-18 continue on beyond December 31, 2013?  Is there opportunity to phase in the 


requirements of Ms. Turetsky's letter dated October 21, 2013 due to the extensive 


review needed to ensure compliance?  What is the potential impact of not meeting 


the December 31, 2013 deadline? (Section V.A)


We are willing to work with stateCS agencieson a phased in approach. While these 


requirements are considered “best practices” and mirror some IRS requirements, we 


understand that state CS agencies may have to make changes to fully comply. We 


ask that stateCS agencies provide us with the compensating controls that may be in 


place to mitigate the risk of non-compliance. For example, your state system may 


not have a fully automated audit log, but if you restrict users to specific data sets so 


that you are able to identify activity associated with a specific user, we would 


consider that a compensatingcontrol.


24.The state CS agency currently uses a reports portal to allow for easy access to 


electronic reports. These reports do contain FPLS data. Do electronic reports fall 


underthis security control? (Section II.B.10)


Yes, electronic reports containing FPLS data are subject to section II.B.10 of the 


security agreement. 


The state must ensure that the reports portal has applicable management, 


operational, and technical security controls to effectively safeguard the FPLS 


information and CS program information.


25. “The state CS agency shall prohibit the use of digital media and computing and 


communications devices resident in commercial or public facilities such as hotels, 


convention centers, and airports, from transmitting and/or storing FPLS information 


8 








Office of Child Support Enforcement


State Child Support Agency Security Program


Frequently Asked Questionsand Comments


March 2015


and CS program information.” Can you define the word “prohibit” in this item and 


how we should go about meeting this requirement? (Section II.C.4)


If your state CS agency has no technical means to comply with this requirement, you 


can meet this requirement by issuing a policy statement that employees and 


contractors must not use public devices to access FPLS and CS program 


information.


26. “The state CS agency shall prohibit the use of digital media and computing and 


communications devices resident in commercial or public facilities such as hotels, 


convention centers, and airports, from transmitting and/or storing FPLS information 


and CS program information.”In using encrypted VPN tunnels for CS managers who 


travel around our state, will this be a violation of the prohibition? (Section II.C.4)


No, as long as the CS managersare using state issued or otherwise secured 


laptops to access the information system that houses FPLS and CS program 


information. There are steps your IT staff can take to ensure your CS managers’ 


travel safely, including using the VPN, using state issued,managed, and encrypted


mobile media, using a firewall, and disabling file sharing capabilities.


27.Please clarify what is meant by Section II.C.8– is it strictly the FPLS data extracts 


this refers to? If so, we should be fine as X number ofgenerations of backups are 


kept and it is a daily file so data would be erased before 90 days. Or does it also 


refer to other interfaces such as New Hire data to a system? (Section II.C.8)


The purpose of this control is to minimize the number of “databases” or file stores 


containing PII to the absolute minimum. If your process calls for duplicating all or 


part of the FPLS file, then you must log the duplicate file, maintain the file securely, 


and when it is no longer needed, you must destroy the file and record the destruction 


date on the log. The 90 day requirement is an OMB requirement. This control does 


not apply to individual case files. FPLS information in individual case files may be 


kept based on the state CS agency’s rules and procedures for case file retention.


28.FPLS data in the Child Support Enforcement System (CSES) is not erased or 


purged. FPLS data is maintained in the system unless data is overwritten by more 


current data. FPLS data should be maintained in CSES as it is needed for business 


process. Need clarification for what electronic records this includes. (Section II.C.10)


This control references Section III which states that “FPLS information and CS 


program information that is made part of an individual’s case file may be retained in 


the individual’s case file based on the state CS agency’s rules and procedures for 


case file retention.
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29.Does OCSE consider tablets (like IPads or Samsung Galaxy) to be acceptable 


equipment or unacceptable equipment for accessing CSE remotely?   I see that 


PDAs, smartphones, iPods, etc. are not acceptable but I'm not clear on whether a 


PDA includes a tablet as they are currently available on the market or not. (Section 


II.A.4)  


The reason we seem to have so many restrictions that specifically mention mobile 


devices is because they are attractive targets for criminals, unsecured wireless 


networks are easy for hackers to "eavesdrop" on, and the devices are easy to lose. 


But tablets are certainly acceptable for use as long as they meet the other 


requirements in the agreement.


Tablets such as I Pads or Samsung Galaxy must have a hardened OS and a secure 


network configuration in accordance with your state system security requirements. 


The device must be encrypted at the disk level with a FIPS 140-2 compliant product. 


If the device is agency owned, our assumption is that your agency has these policies 


in place for all mobile media. If you are allowing staff to use personally owned tablets 


to access FPLS or CS information, we require your security officer or other official to 


provide written authorization in each case.  We require this authorization to be sure 


your agency knows that your data (and ours) is being accessed from other than 


state controlled devices and so that you can place restrictions on the configuration 


and use of those devices. Finally, we require your state to "check the health" of 


remote devices before they access your state resources through the use of a NAC


solution. (see Section II.A.4) 


This purpose of these controls is to protect FPLS and CS information and the 


system they reside upon. If your system is accessed from an insecure device that is 


vulnerable to intrusion, it places your state system and the data contained within it at 


risk. If an unencrypted tablet is lost, the FPLS or CS information on it is 


compromised. If the device is securely configured and fully encrypted, the data and 


system are protected.


30.We understand that printed reports/documents containing FPLS information must be 


labeled. Are there specific labels that we need to use? If so, can you please advise 


where we would get the labels? (Section II.B.2)


We suggest that you label printed reports/documents containing FPLS information to 


denote the level of sensitivity of the information and limitations on distribution. We do 


notusually provide a specific label language like “sensitive” or “confidential.” So, you 


may use your own state CS agency language to denote the level of sensitivity of 


federal information being printed and stored. 


31.How do I know the information I received is from the FPLS or federal information? 
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If the information is provided by the FPLS, it is federal information and must be 


treated as such. If an employer provides the informationdirectlyto you, it is 


confidential but not FPLS or federal information. 


32.Has OCSE provided guidance to state CS agencies on how to best implement a 


security and privacy awareness training program for safeguarding FTI and FPLS 


data? Can we combine the FTI and FPLS training or does it need to be a separate 


initiative? (Section II.B.3)


We have not offered specific guidance to the stateCS agencies regarding how to 


best implement a security and privacy awareness training program.OCSE uses 


several methods (classroom and on-line training) to educate staff of the importance 


of protecting and safeguarding personally identifiable information.    We have 


combined the IRS training requirements into our security and privacy training in 


some years and separated it in other years.It really is up to individual stateCS 


agencies as to how it is handled. If only a small number of your staff has access to 


FTI, it may make sense to separate the training. 


OCSE developed a web based training course for states to use about ten years ago 


that is still relevant and used by state CS agencies.  This training would meet the 


requirements of the OCSE Security &Privacy Program for state CS agencies.  This 


is the URL for the training: http://www.acf.hhs.gov/programs/css/resource/fpls-


security-awarenes-training. In addition, the IRS offers several training products for 


states to use.You can find them on the IRS website or in the current IRS 


Publication 1075.


If you would like to receive further guidance on training please reach out to us. We 


have a security analyst in our department who develops OCSE’s training programs 


and also works with stateagenciesoffering guidance as needed. 


33.Does OCSE have sample language that can be used on warning banners when 


signing into applications containing FPLS and CS program information? (General 


Comment)


This is a sample banner with language that will meet the requirements of most 


government regulatory entities and addresses issues that have come up in litigation


relating to unauthorized access to government-owned information technology 


resources. This sample can be customized to include any other warnings exclusive 


to your operations. 


“You are accessing a U.S. Government information system, which includes (1) this 


computer, (2) this computer network, (3) all computers connected to this network, 


and (4) all devices and storage media attached to this network or to a computer on 
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this network.  This information system is provided for U.S. Government-authorized 


use only. 


Unauthorized or improper use of this system may resultin disciplinary action, as well 


as civil and criminal penalties. 


By using this information system, you understand and consent to the following:


You have no reasonable expectation of privacy regarding any communication 


or data transiting or stored on this information system.At any time, and for 


any lawful Government purpose, the Government may monitor, intercept, and 


search and seize any communication or data transiting or stored on this 


information system. 


Any communication or data transiting or stored on this information system 


may be disclosed or used for any lawful Government purpose.” 
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DEAR COLLEAGUE LETTER


DCL-15-07


DATE:  March 26, 2015


TO:  ALL STATE IV-D DIRECTORS


RE:  Security and Privacy Program for State Child Support Agencies


ATTACHMENT: State CS Annual Certification Statement.pdf 


(https://www.acf.hhs.gov/sites/default/files/programs/css/state_cs_annual_certification_statement.pdf)


Dear Colleague:


On October 21, 2013, the federal Office of Child Support Enforcement launched its security and privacy program to assist state child support agencies and 


protect child support programs, the Federal Parent Locator Service, and information systems.  The program complies with the Privacy Act of 1974, the 


Federal Information Security Management Act of 2002, Office of Management and Budget requirements, provisions of the HHS-OCIO Policy for 


Information Systems Security and Privacy (IS2P), and the certification guide for systems entitled Automated Systems for Child Support Enforcement:  A 


Guide for States, section H, “Security and Privacy,” August 2009.


The security and privacy program requires state child support agencies, on an annual basis, to sign the Certification Statement and affirm continued 


compliance with the Security Agreement and the Automated Systems for Child Support Enforcement certification guide.


Attached is the Certification Statement.  Please sign the Certification Statement no later than April 30, 2015, and return the statement by fax, e-mail, or 


traceable mail to:


Linda Boyer


Information Systems Security Officer


Division of Federal Systems


Office of Child Support Enforcement


Administration for Children and Families


U.S. Department of Health and Human Services


370 L’Enfant Promenade SW, 4th floor


Washington, DC 20447


E-mail:  Linda.boyer@acf.hhs.gov


Fax:  202-401-5558


If you have questions, please contact Linda Boyer at linda.boyer@acf.hhs.gov or 202-401-5410.


Sincerely,


Vicki Turetsky


Commissioner


Office of Child Support Enforcement
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(STATE LETTERHEAD) 
 
 
CERTIFICATION STATEMENT  
STATE AGENCY ADMINISTERING THE CHILD SUPPORT PROGRAM 
 
TO:  Federal Parent Locator Service 
  Office of Child Support Enforcement 
  Department of Health and Human Services 
  370 L'Enfant Promenade, SW, 4th floor 
  Washington, D.C.  20447 
 
FROM: [Name of State Child Support Agency] 
  [Address of State Child Support Agency] 
  Phone: 
  Fax: 
  E-mail: 
 
 
This Certification Statement is a formal declaration that: 
 
The state child support (CS) agency complies with the federal Office of Child Support 
Enforcement (OCSE) security and privacy requirements for the Federal Parent Locator Service 
(FPLS) information and CS program information addressed in the security agreement between 
the state CS agency and OCSE. 
 
The state CS agency has adequate management, operational and technical security controls 
implemented at the central/local offices handling FPLS information and CS program information 
and the data centers/facilities storing and processing FPLS information and CS program 
information. 
 
The state CS agency restricts access to, and disclosure of, the FPLS information and CS program 
information to only authorized personnel who need the FPLS information and CS program 
information to perform their official duties in connection with the authorized purposes specified 
in the security agreement. 
 
The state CS agency delivers security and privacy awareness training to authorized personnel 
that includes information about their responsibilities for proper use and protection of FPLS 
information and CS program information, recognizing and reporting potential indicators of 
insider threat, and the possible federal and state civil and criminal sanctions for misuse.  



 
The state CS personnel with authorized access to the FPLS information and CS program 
information sign (in electronic or handwritten form) non-disclosure agreements that outline the 
authorized purposes for which the FPLS information and CS program information may be used 
and the federal and state civil and criminal penalties for unauthorized use. 
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The state CS agency has appropriate procedures in place to report security or privacy incidents, 
or suspected incidents involving FPLS information and CS program information to the FPLS 
Information Systems Security Officer (ISSO) designated in the security agreement.  Immediately 
upon discovery, but in no case later than one hour after discovery of the incident, the state IV-D 
Director or designee shall report confirmed and suspected incidents, in either electronic or 
physical form, to the FPLS ISSO designated in the security agreement. 



 
The state CS agency has a fully automated audit trail system with audit records that, at a 
minimum, collect data associated with each query transaction to its initiator and capture date, 
time and type of system events. 



 
The state CS agency processes, transmits and stores all FPLS information and CS program 
information in a manner that safeguards the information and prohibits unauthorized access.  



 
The state CS agency has an effective continuous monitoring strategy and program to ensure the 
continued effectiveness of security controls by maintaining ongoing awareness of information 
security, vulnerabilities, and threats to the information system housing FPLS information and CS 
program information. 
 
The state CS agency requests submitted to the FPLS are made solely to locate a parent for the 
purpose of establishing paternity, securing child support, or where applicable, to locate a parent 
in a parental kidnapping case, establish or enforce a child custody or visitation order, and for 
other purposes specified in federal law and regulations. 
 
The state CS agency system meets all requirements set forth in the Federal Certification Guide, 
“Automated Systems for Child Support Enforcement: A Guide for States,” Section H, “Security 
and Privacy,” dated August, 2009. 
 
The state CS agency documents and reports to OCSE’s Division of State and Tribal Systems 
(DSTS) any significant changes to the state CS agency security procedures and provides copies 
of the appropriate updated security manual, disaster recovery plan, and risk analysis plan upon 
request. 
 
The state CS agency security office conducts and/or participates in the conduct of biennial 
system security reviews of installations involved in the administration of state CS programs 
which, at a minimum, includes evaluations of physical and data security operating procedures, 
and personnel practices in accordance with federal regulations at 45 CFR Part 95,  as further 
described in guidance Action Transmittal (AT)-03-03 at 
http://www.acf.hhs.gov/programs/cse/pol/AT/2003/at-03-03.htm, and at 45 CFR Part 307.13. 
 
The state CS agency makes biennial system security reviews available to DSTS, upon request, in 
accordance with federal regulations at 45 CFR 95.621(f)(6). 
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In witness hereof, I hereby certify that the state CS agency’s controls to safeguard CS program 
information and information systems meet the above requirements. 
 
 
State IV-D Director or designee (per Federal Regulations, 45 CFR 303.70 (d)) 
 
Signature: 



 
Date: 



 
Name: 
 
Title: 
 
Department: 
 
Phone: 
 
E-mail: 
 
  
 
State Agency Information Systems Security Official 
 
Signature: 



 
Date: 



 
Name: 
 
Title: 
 
Department: 
 
Phone: 
 
E-mail: 
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[Organization] Information Systems Security Official (if applicable) 
 
Signature: 



 
Date: 



 
Name: 
 
Title: 
 
Department: 
 
Phone: 
 
E-mail: 
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AT-15-01


Published: February 10, 2015 


Information About: State/Local Child Support Agencies


Topics: Federal Reporting, State Plan, Intergovernmental/Interstate


Types: Policy, Action Transmittals (AT)


ACTION TRANSMITTAL


AT-15-01


DATE: February 10, 2015


TO:  State Agencies Administrating Child Support Plans under Title IV-D of the Social Security Act and Other Interested Individuals


SUBJECT:  Amendment of State Plan Preprint Page 2.12-20, Adoption of Uniform State Laws


ATTACHMENT: Amended State Plan Preprint Page 2.12-20 


(https://www.acf.hhs.gov/sites/default/files/programs/css/page_2_12_20_2015_final_fillable.pdf)


BACKGROUND:  Section 454 and 466 of the Social Security Act (the Act) set forth the requirements for a state plan and plan amendments for the child 


support program.  As a condition of receiving federal financial participation, the state child support agency must have an approved state plan describing the 


nature and scope of the child support program, and which meets all federal requirements.  The state plan consists of the preprinted state plan pages, any 


related attachments, and contains information necessary for the Office of Child Support Enforcement (OCSE) to determine whether a state plan can be 


approved. 


Section 301 in Public Law 113-183, Preventing Sex Trafficking and Strengthening FamiliesAct, made changes to section 466 of the Act, which is 


referenced in the state plan.  Specifically, the law amends section 466(f) of the Act to require states to enact the Uniform Interstate Family Support Act in 


the next state legislative session, including amendments adopted by the National Conference of Commissioners on Uniform State Laws on September 30, 


2008 (UIFSA 2008).  If a state has a 2-year legislative session, “each year of the session shall be deemed to be a separate regular session of the State 


legislature.”


UIFSA 2008 amends UIFSA 2001 with respect to international case processing.  Among other changes, the UIFSA 2008 amendments integrate the 


appropriate provisions of The Hague Convention on the International Recovery of Child Support and Other Forms of Family Maintenance, which was 


adopted at the Hague Conference on Private International Law on November 23, 2007.  These provisions in UIFSA 2008 must be enacted in all states 


before the U.S. can ratify the Convention, and will enable states to process cases from other countries that have ratified or acceded to the Convention.


CONTENT:  The following amended state plan page and a completed transmittal notice form (OCSE-21-U4 


(http://www.acf.hhs.gov/sites/default/files/programs/css/ocse_21_u4_state_plan_transmittal_form.pdf)) must be resubmitted to the appropriate 


ACF/OCSE Regional Office attesting to compliance with the requirements set forth on the page.


• State plan 2.12, Procedures to Improve Program Effectiveness, is amended by revising state plan page 2.12-20, Adoption of Uniform 


State Laws, as follows:


-          Removing “On or after January 1, 1998,”


-          Removing “and as in effect on August 22, 1996,”


-          Replacing “such date” with “September 30, 2008,”


States must enact UIFSA 2008 verbatim by the effective date noted in P.L. 113-183, section 301(f)(3).  As with UIFSA 1996, states may replace bracketed 


language with terminology appropriate under state law, for instance, “[tribunal]” may be replaced with “court.”  States are not required to adopt the same 


numbering of the uniform statute.  Also, where the statute refers to other laws or statutes by article or section number, even if not included in brackets, the 
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state may replace these references with the appropriate article or section number of that state’s statutes.  OCSE will review minor, nonsubstantive, and 


trivial deviations between UIFSA 2008 and state law on a case-by-case basis.


APPROVAL OF STATE PLAN


States must submit state plan preprint page 2.12-20 along with a completed transmittal notice form (OCSE-21-U4 


(http://www.acf.hhs.gov/sites/default/files/programs/css/ocse_21_u4_state_plan_transmittal_form.pdf)) to the appropriate Regional Program 


Manager attesting to compliance with the requirements set forth on the page.  States must submit this page before the end of the first calendar quarter 


beginning after the close of the first regular state legislative session that begins after September 29, 2014.  In the case of a state that has a 2-year 


legislative session, each year of such session shall be deemed to be a separate regular session of the state legislature.


RELATED REFERENCES: AT-14-11 (https://www.acf.hhs.gov/programs/css/resource/pl-113-183-uifsa-2008-enactment)


ACTION REQUIRED:  Submit state plan preprint page 2.12-20 as noted above. 


INQUIRIES TO:  ACF/OCSE Regional Program Managers                           


Vicki Turetsky


Commissioner


Office of Child Support Enforcement


cc:  Tribal IV-D Directors


      ACF/OCSE Regional Program Managers


DOWNLOAD


AMENDED STATE PLAN PREPRINT PAGE 2.12-20 (24.1 KB)
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SECTION 2   SUPPORT ENFORCEMENT 
 
Citation                             2.12   Procedures to Improve Program Effectiveness 
 
§§454(20) and                       20.  Adoption of Uniform State Laws 
466(f)          
of the Act The State has in effect the Uniform Interstate Family Support 



Act, as approved by the American Bar Association on 
February 9, 1993, including any amendments officially adopted 
as of September 30, 2008, by the National Conference of 
Commissioners on Uniform State Laws in accordance with 
§466(f). 
 



 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



TN#____________   Approval Date____________   Effective Date____________ 
 



2.12-20 








			State: 


			TN: 


			Approval Date: 


			Effective Date: 










image9.emf

DCL-15-01 01092015.xps




DCL-15-01 01092015.xps

Listen


FPLS Minor Release 14-02


DCL-15-01


Published: January 9, 2015 


Information About: State/Local Child Support Agencies, Tribal Child Support Agencies


Topics: Federal Systems, Federal Parent Locator Service (FPLS)


Types: Policy, Dear Colleague Letters (DCL)


DEAR COLLEAGUE LETTER


DCL-15-01


DATE: January 9, 2015


TO: ALL STATE IV-D DIRECTORS


RE: FPLS Minor Release 14-02


Dear Colleague:


The federal Office of Child Support Enforcement will produce the following Release 14-02 enhancements to the Federal Parent Locator Service (FPLS).  


These enhancements will take effect in the timeframes listed in parentheses below, four of which have already taken place.  We will notify states as we 


release each group of enhancements.


Federal Case Registry (FCR)


• Enhance the Locates for Child Welfare Users (February 2015)


We are enhancing the Locate application on the State Services Portal (SSP) for child welfare staff to include a participant type for ‘Youth in 


Transition,’ and changing participant type ‘Unknown’ to ‘Other/Relative.’


• Enhance Response E-mails for Locate and DoD Entitlements (February 2015)


We are enhancing the Portal application to add information to the e-mail state users receive notifying them of available Locate or DoD Entitlement 


responses.


• Enhance the National Directory of New Hires (NDNH) Locate Portal PDF to Consolidate Address Information (February 2015)


We are enhancing the Locate application on the Portal to merge addresses from the NDNH for Quarterly Wages and New Hires into a single 


document for all locate responses viewed on the Portal.


Federal Collections and Enforcement (FCE)


• Enhance the Emergency Passport Release Process Through the Portal (January 2015)


We are enhancing the FCE SSP application to enable states to send the Emergency Notice of Withdrawal of Passport Denial form through the SSP.


• Enhance Daily Federal Offset Collections (February 2015)


We are enhancing the FCE Portal application to post collections on a daily basis to the Case Details web page.


Insurance Match Program (IM)


• Enhance IM by Providing a Unique Lien Address for Insurance Services Office (ISO) Companies (June 2014)


We enhanced the IM application to replace the lien address the ISO reports with an address the insurance company provides.


• Enhance IM by Adding New Claim Type Values to IM Responses (December 2014)


We enhanced the IM application to add new claim type code values to the IM response record.Query Interstate Cases for Kids (QUICK)


Query Interstate Cases for Kids (QUICK)


• QUICK 2014 Enhancements Based on User Recommendations (December 2014)


We made several changes to incorporate recommendations received from QUICK system users and to improve the information available.


Debt Inquiry Services (DIS)
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• Enhance the DIS – Electronic Income Withholding Order (e-IWO) Interface (November 2014)


We enhanced the SSP to give e-IWO states the option to receive lump sum notifications through the Debt Inquiry Service, e-IWO, or both.


For a copy of the Release 14-02 Manifest or for detailed specifications regarding these FPLS changes, refer to the OCSE website 


(http://www.acf.hhs.gov/programs/css/resource/fpls-release-management-resources).


If you have questions about the systems, contact the person below.


SYSTEM CONTACT PERSON TELEPHONE E-MAIL


DIS Michael Liebert 443-436-6466 michael.liebert@ssa.gov


FCE Rebecca Hamil 202-205-5612 rebecca.hamil@acf.hhs.gov


FCR State Technical Liaisons See link technical support liaison


IM Kathy Miller 703-367-3076 kathy.miller@lmco.com


QUICK Vinette Elam 800-258-2736 vinette.l.elam@lmco.com


Sincerely,


Vicki Turetsky


Commissioner


Office of Child Support Enforcement


cc:  ACF/OCSE Regional Program Managers


     Tribal IV-D Directors
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Revised IRS Publication 1075


DCL-15-02


Published: January 14, 2015 


Information About: State/Local Child Support Agencies, Tribal Child Support Agencies


Types: Policy, Dear Colleague Letters (DCL)


Tags: Internal Revenue Service (IRS), Safeguarding


DEAR COLLEAGUE LETTER


DCL-15-02


DATE:  January 14, 2015


TO:  ALL STATE AND TRIBAL IV-D DIRECTORS


RE:  Revised IRS Publication 1075


Dear Colleague:


The Internal Revenue Service (IRS), Office of Safeguards, recently updated Section 1.1 of Publication 1075, Tax Information Security Guidelines for 


Federal, State, and Local Agencies.  


In Section 1.1, the IRS added instructions for requests from outside parties for IRS Safeguards documents and further clarified that agencies may still 


distribute these reports internally and externally (for example, to other state agencies, auditors, or oversight panels as required to either take corrective 


actions or report status without further IRS approval).


You can view Publication 1075 (revised October 2014) on the IRS website under Safeguards Program (http://www.irs.gov/uac/Safeguards-


Program). Changes are highlighted in yellow at the beginning of the document and in Section 1.1.


If you have questions, please contact Danny Markley at 202-260-1888, or danny.markley@acf.hhs.gov.


Sincerely,


Vicki Turetsky


Commissioner


Office of Child Support Enforcement


cc: ACF/OCSE Regional Program Managers
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Uniform Interstate Family Support Act (2008) and Hague Treaty Provisions


IM-15-01


Published: April 13, 2015 


Information About: State/Local Child Support Agencies


Topics: State Plan, Intergovernmental/Interstate, International


Types: Policy, Information Memorandums (IM)


Tags: UIFSA


INFORMATION MEMORANDUM


IM-15-01


DATE:  April 13, 2015


TO:  State Agencies Administering Child Support Enforcement Plan under Title IV-D of the Social Security Act and Other Interested Parties


SUBJECT:  Uniform Interstate Family Support Act (2008) and Hague Treaty Provisions


PURPOSE


As described in AT-14-11 (http://www.acf.hhs.gov/programs/css/resource/pl-113-183-uifsa-2008-enactment), P.L. 113-183, the Preventing Sex 


Trafficking and Strengthening Families Act (http://www.gpo.gov/fdsys/pkg/PLAW-113publ183/pdf/PLAW-113publ183.pdf), requires all states to 


enact any amendments to the Uniform Interstate Family Support Act “officially adopted as of September 30, 2008 by the National Conference of 


Commissioners on Uniform State Laws” (referred to as UIFSA 2008 (http://www.uniformlawcommission.com/Act.aspx?title=Interstate%20Family%


20Support%20Act%20Amendments%20(2008))). The UIFSA 2008 amendments integrate the appropriate provisions of The Hague Convention on the 


International Recovery of Child Support and Other Forms of Family Maintenance, referred to as the treaty.


P.L. 113-183 requires that UIFSA 2008 must be in effect in every state “no later than the effective date of laws enacted by the legislature of the State 


implementing such paragraph, but in no event later than the first day of the first calendar quarter beginning after the close of the first regular session of the 


State legislature that begins after the date of the enactment of this Act.” If a state has a 2-year legislative session, “each year of the session shall be 


deemed to be a separate regular session of the State legislature.”


Recent legislative discussions and questions about the treaty have raised several questions we would like to clarify in this document. This document is 


divided into three sections:


            Section I          Treaty Provisions and Requirements


            Section II         United States Involvement in the Development of the Treaty


            Section III        Treaty Countries and the Process for Ratification


SECTION I:  TREATY PROVISIONS AND REQUIREMENTS


How will the treaty help U.S. children?


• The treaty will greatly expand the number of countries that will recognize and enforce U.S. child support orders. Therefore, more U.S. children will be 


able to obtain financial support, regardless of where their parents live.


• The treaty requires a country to provide cost-free services to applicants from treaty countries. The U.S. already provides such services to parents in 


other countries. Once the U.S. becomes a party to the treaty, other treaty countries will have to provide cost-free services to our residents.


• The treaty establishes standard procedures for processing international cases, which will vastly improve efficiency and timeliness, and reduce the 


costs of establishing and enforcing orders.


Why did Congress support this treaty?


• The treaty emphasizes parental responsibility for the financial support of children.
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• It only requires the U.S. to recognize and enforce child support orders that are based on U.S. due process requirements regarding personal 


jurisdiction, notice, and an opportunity for a hearing.


• Before a country can ratify the treaty, the country must provide evidence that its laws and procedures meet the treaty requirements, including 


parentage establishment, recognition and enforcement of support orders for children up to the age of 21, cost-free services, notice and an opportunity 


for a hearing or review, and protection of identifying information where there is a risk of harm to the parent or child.


• The treaty contains strong administrative cooperation requirements and timeframes.


• The treaty will result in child support services that are consistent, affordable, and timely.


• There will be post-treaty review and monitoring of countries’ performance under the treaty.


Under the treaty, must a state enforce any support order that is transmitted from another treaty country?


• No. Under UIFSA 2008 a state tribunal may refuse to recognize and enforce a foreign support order on its own motion or, if challenged by a party, if 


the order is “manifestly incompatible with public policy, including the failure of the issuing tribunal to observe minimum standards of due process, 


which include notice and an opportunity to be heard.”


• In addition, a tribunal may refuse recognition and enforcement of the order for any of the grounds set forth under UIFSA 2008 (§708(b)).


• When a custodial parent in a treaty country asks a U.S. tribunal to recognize and enforce a support order issued by a treaty country, the noncustodial 


parent in the U.S. will receive notice of the request. The noncustodial parent has an opportunity to contest the recognition and enforcement of the 


order.


• If a U.S. tribunal cannot recognize a foreign support order, an effort will be made to establish an order in this country.


• The goal is to ensure that, where there is a support obligation, the child(ren) of treaty countries receive support through a uniform, simple, efficient, 


accessible, fair, and cost-free process.


Why is the treaty being implemented by state law?  


• The Hague Maintenance Convention, like many treaties, is not “self-executing”; legislation is required to implement its provisions. 


• Child support enforcement in the United States has traditionally been the province of state and local jurisdictional authorities. There are many 


commonalities between the states in how such obligations are established and enforced, but there is no uniform body of federal child support law.


• Beginning in 1984, however, Congress determined that because of the tendency of parents to travel from state to state, and the fact that parents of a 


child often live in different states, it would be highly desirable to have a relatively few “mandatory state laws” that all states must enact. These laws 


and procedures apply to such basic principles as establishment of paternity to age 18, recognition of income withholding orders issued by sister 


states, and requirements that all states have certain common enforcement remedies.


• To assure enactment of these state laws, Congress tied funding for states’ child support and welfare programs to the enactment of such legislation. 


The first mandatory state law requirements were established in 1984 in legislation that was passed unanimously by both the Senate and the House of 


Representatives and signed by President Reagan.


• Since 1992, states have used UIFSA to process interstate and international child support cases. In 1996, as a part of the Welfare Reform legislation 


passed by Congress, it was mandated that all states enact UIFSA to improve inter-jurisdictional case processing. 


• Out of deference to the role of states as the locus of jurisdiction for child support and previous success using UIFSA to implement the interstate child 


support provisions of welfare reform, there was consensus among the Uniform Law Commission (ULC), the U.S. Department of State, the Federal 


Office of Child Support Enforcement (OCSE), and state and local child support practitioners that UIFSA would be the appropriate vehicle to integrate 


the treaty into U.S. law.  Implementation of the treaty through state law is more consistent with existing family law, as well as more efficient and 


effective, rather than through a federal law that would govern a segregated portion of international child support cases.


• Because of that early decision, the U.S. delegation was able to ensure that the treaty included UIFSA’s process for recognition and enforcement of 


orders, recognized UIFSA’s rules on personal jurisdiction, and incorporated many of UIFSA’s procedures.


Does implementation of the treaty open federal databases to foreign countries?  


• No. Nothing in the treaty or UIFSA 2008 amends the privacy and security requirements that apply to federal and state child support programs or 


expands access to databases beyond what already exists.


• Federal law and regulation contain tight restrictions on access to the Federal Parent Locator Service (FPLS) information, which includes the National 


Directory of New Hires, and other federal databases. Federal law imposes substantial criminal and civil penalties for unauthorized use or disclosure of 


information.


• If requested by a foreign treaty country unsure of where to refer an order for enforcement in the U.S., OCSE will search the FPLS and is authorized to 


provide only the state of residence of an individual sought for child support purposes. The foreign treaty country would then send a request for 


services directly to that specific state. 


How do UIFSA 2008 and the treaty differ from current law?


While much of the treaty is based on the prior versions of UIFSA, the treaty differs from current state law in the following ways:


• Under UIFSA 2008, state child support agencies will no longer be obliged to provide child support services to absolutely anyone who applies from any 


other country, as is required under current law.  The treaty permits states to reject applications for services from non-treaty countries if they choose to 


do so. (It will be states’ option if they decide to continue to provide universal child support enforcement services to everyone.)
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• The treaty provides a longer time period for a parent to challenge the recognition and enforcement of a support order. The period is extended in 


recognition of the international residence of parties.


• The treaty provides that if a tribunal does not recognize a treaty support order because there was a lack of personal jurisdiction, and the debtor is a 


resident of the state, it will take all appropriate measures to establish an enforceable support order.


• UIFSA 2008 includes new provisions that incorporate these treaty requirements into UIFSA. All of these requirements were supported by the U.S. 


delegation during the negotiation of the treaty. 


• It is also important to highlight what the treaty does not do. The treaty does not change existing UIFSA provisions and U.S. law regarding personal 


jurisdiction, due process protections of notice and an opportunity for a hearing, and application of U.S. law concerning enforcement of the order.


SECTION II:  UNITED STATES INVOLVEMENT IN THE DEVELOPMENT OF THE TREATY


Who served on the United States delegation for the treaty negotiations?


• The United States participated in negotiations for the treaty from 2003 to 2007.


• In addition to official members of the U.S. delegation from the U.S. Department of State and OCSE, state and local child support experts participated 


in treaty negotiations as representatives of the National Child Support Enforcement Association, International Association of Women Judges, 


International Bar Association, International Academy of Matrimonial Lawyers, and the Uniform Law Commissioners. 


• Members of the U.S. delegation served as members of the Convention drafting committee, and co-chairs of the Forms Working Group and 


Administrative Cooperation Working Group.  The co-chair of the Country Profile Committee was a member of the National Child Support Enforcement 


Association delegation.


Why has the U.S. previously been unable to join a multilateral child support treaty?   


• The U.S. is not a party to any existing international child support treaty because prior treaties had a very limited scope and did not comply with U.S. 


due process requirements concerning personal jurisdiction.


• In the U.S., a court or administrative authority cannot establish an order to pay child support unless there is personal jurisdiction over the noncustodial 


parent. In most of the rest of the world the concept of “child-based” jurisdiction governs.  If the custodial parent and child live in the country, that 


country’s courts have authority to enter a support order, notwithstanding the possibility that the noncustodial parent has never been in the country, 


has never sent support for the child there, or has never had any other significant contacts with the country.


• This long-standing fundamental problem of basic differences in the way our judicial systems operate was resolved, finally, with a simple solution that 


became Article 20, paragraph 4 of the treaty. The United States will take a reservation stating that it will not be bound to recognize and enforce a 


foreign support order, unless it determines that the other country had the necessary “minimum contacts” with the noncustodial parent that would 


satisfy requirements in this country for obtaining personal jurisdiction. However, the U.S. agreed that, if it could not recognize such a foreign order, 


and it has personal jurisdiction over the other parent in this country, then it would initiate proceedings, in accordance with the Constitution of the 


United States to establish a support order in this country that it could enforce.


Why did the United States participate in treaty negotiations?


• Under current law, the U.S. has entered into bilateral arrangements with 14 countries and 12 Canadian provinces.  Those countries are:  Australia, 


the Czech Republic, El Salvador, Finland, Hungary, Ireland, Israel, Netherlands, Norway, Poland, Portugal, the Slovak Republic, Switzerland and the 


United Kingdom.


• However, country-by-country negotiations are difficult and time-consuming, but many foreign countries will not enforce U.S. support orders in the 


absence of a treaty obligation or bilateral arrangement.


• The U.S. participated in negotiation of the new Hague Convention on the International Recovery of Child Support and Other Forms of Family 


Maintenance for three main reasons: 


◦ More U.S. families will receive child support, with no legal fees, when there is a treaty obligation.


◦ By playing a lead role in negotiating and drafting, the U.S. could ensure that the treaty would meet U.S. due process requirements.


◦ By playing a lead role in negotiating and drafting, the U.S. could ensure that the treaty would be practical, effective, and based on practices we 


have found successful in the United States. 


SECTION III:  TREATY COUNTRIES AND THE PROCESS FOR RATIFICATION


What countries have ratified the treaty?


• The European Union (27 countries) ratified the treaty in 2014.  In addition, Norway, Albania, Ukraine, and Bosnia and Herzegovina have ratified the 


treaty.  See http://www.hcch.net/index_en.php?act=conventions.text&cid=131 (http://www.hcch.net/index_en.php?


act=conventions.text&cid=131) for the text of the treaty and for additional information.


Can any country join the treaty?


• No. A country can only join the treaty after providing evidence that it has laws and procedures complying with treaty requirements.


What steps occurred after the conclusion of treaty negotiations?
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• The treaty was finalized in 2007.


• In 2009 the U.S. Senate Foreign Relations Committee conducted hearings and in 2010 the full Senate gave its Advice and Consent to the ratification 


of the treaty. The House of Representatives passed implementing federal legislation in 2013. In 2014 both the House of Representatives and the 


Senate passed implementing federal legislation. The bi-partisan bill is titled Preventing Sex Trafficking and Strengthening Families Act, Pub. L. 113-


183.


How will the treaty be implemented within the United States?


• In 2010 the Senate gave its Advice and Consent for the President to proceed towards ratification of the treaty on the International Recovery of Child 


Support.


• Congress passed federal legislation in 2014 to improve the international recovery of child support. That legislation authorizes the Secretary of HHS to 


ensure compliance of the U.S. with the multilateral child support treaty when it is ratified and requires that all states enact UIFSA 2008 as a condition 


of continuing receipt of federal funds.


• Because child support in the U.S. is handled at the state level (not federal), the treaty must be implemented by state law.


• All states already use UIFSA to process interstate and international cases. The 2008 amendments to UIFSA add provisions that meet treaty 


requirements concerning the recognition and enforcement of treaty orders.


• Once all states have enacted UIFSA 2008, the President will sign the instrument of ratification, and deposit that instrument as required for the U.S. to 


become a party to the treaty.


INQUIRIES:  Please contact your OCSE Regional Program Manager.


Sincerely,


Vicki Turetsky


Commissioner


Office of Child Support Enforcement


cc:  Tribal IV-D Directors


       ACF/OCSE Regional Program Managers
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Dear Commissioner Turetsky:

Thank you for inviting state directors to provide input on the OCSE Report to Congress described in Public Law 113-183. The NCCSD applauds the effort you and your office have engaged in through public meetings, individual phone calls, and teleconferences to gather our input, not only for this report, but also for the National Strategic Plan efforts and the recent NPRM. While some themes of this letter may overlap with other recent documents submitted, we wanted to stress the importance of these issues to the continued success of the program. 

By surveying the state directors, we have identified some major issues we hope you might address to congress. Perhaps it is no surprise that for the most part they fall into very traditional categories: data availability, federal financial participation, IRS negative payments (reversals or “claw backs”), improved enforcement, program efficiency, and medical enforcement. 

Data Availability

The most commonly identified priority of the directors was increased access to data. 

We recommend creating a national Vital Records database / interface for birth, marriage, divorce, and death records from each state and accessible by IV-D agencies. We universally have difficulty interfacing even with our own state vital records data and find further complications when trying to obtain information across state lines. The ability to access this data promptly helps ensure that we establish obligations in an expedited and accurate fashion. Waiting weeks or months for responses only prolongs the period a child might have to wait for support from a parent. 

We recommend broadening state IV-D agencies’ authority to include cell phone and cable TV records and perhaps the creation of a MS-FIDM like database for this information. We find the records of these two pervasive services are often out of reach. Being able to find the billing address and payment method would increase our ability to ensure accurate orders and more regular child support payments.   

Federal Financial Participation

In order to encourage states to participate in family friendly distribution and establishment of parenting plans, we recommend enhancing FFP to 90% to program changes to state automated systems to accommodate the change in distributions.  We also recommend enhanced FFP, at least for a transitional period of several years, to cover the additional expenses to the state for those activities. States have had difficulty both passing and keeping substantial pass-through payments, particularly during the recession. Likewise, given the sense of Congress, enhanced funding could help states achieve a more robust parenting plan program. 

In addition to these program improvements, many directors expressed a need for enhanced funding to modernize or enhance their certified child support systems. We asked the responding directors to specify if they had a preference in the plans presented in D.C. There was not a preponderance of one clear preferred method, but three alternatives were mentioned consistently. Without a prioritized order, they were: 

· Creating state consortia to share a case management system.

· Federal design/state build, for selected modules that states could build. 

· Model transfer, in which OCSE selects 2 or 3 states to build model systems which other states would transfer.



IRS Negative Payments

We are grateful that OCSE and the US Department of Treasury are working to reduce financial losses being shifted to states by the IRS.  However, we urge Congress to end the untenable practice of the IRS reversing federal tax offsets sent to states for past-due child support. State child support programs are required to report past-due child support to the IRS for assistance in collecting the support through federal tax refund offsets.  State Child Support Programs receive these offsets and disburse the payments to families.  

States are experiencing a large number of offsets being reversed by IRS sometimes many years after the original offset was received. This increase is associated with the high rate of tax fraud occurring nationwide. When the IRS reverses offsets, they reduce the states next weekly deposit of funds – states receive no due process and have no recourse.  The Treasury Inspector General for Tax Administration’s report issued in August 7, 2014, (Reference Number: 2014-40-057) outlines the impacts the IRS’s current practice of reversing offset collections is having on states.  

Once the IRS issues an offset for the payment of past-due child support, the IRS should be prohibited from reversing that offset from State Child Support Programs.  Instead, the IRS should pursue the taxpayer who intentionally or unintentionally submitted incorrect tax returns or the perpetrators of tax fraud. 

Improved Enforcement Tools

We recommend broadening MS FIDM reporting to include all financial institutions, including single-state banks and credit unions. Some very large institutions do not appear in the MS FIDM reports because they only operate within a single state’s borders, or because they have chosen not to participate in the data match program.  An unfortunate nuance of current federal law is that state child support programs are required to enter into agreements with financial institutions for data matching, but those financial institutions are not similarly required to enter into such agreements. 

While we understand there may be technological hurdles to overcome, we continue to stress the need for the State Department to suspend passports as the law already allows. Passports are renewed so infrequently that we may only get one bite at the apple during a child’s minority. Allowing for suspension would make the tool much more viable.

We further recommend the creation of a national lien or debt registry and a national requirement that insurance companies participate in an automated match process such as The Child Support Lien Network State Consortium (CSLN) or the OCSE insurance match program or check that registry prior to disbursing funds. Alternatively, a requirement that all states create such a registry, coupled with a universal requirement for insurance companies to participate in a match or check the registry prior to disbursing funds, would accomplish much the same goal.  Some states have had success with such registries, but as applied to property that can be moved from one state with a lien registry to a state without a lien registry, the lien can be easily circumvented.

Program Efficiency

NCCSD would like to see those who hire independent contractors required to report those contractors similarly to employers who must report newly hired employees. States that have enacted similar legislation locally see success in this program. They generally have limited the reporting in some manner so that minimal cost, one-time hires by a homeowner aren’t included. 

We would also like to see a resolution to the Verification of Employment issue that was addressed in the bill  (HB 5452) sponsored by U.S. Representative Duffy last year.  While we understand the desire for employers to contract out responses to IV-D inquiries regarding employment and pay records, these requests are in no way equivalent to a “credit report”. It would not be employer-friendly for states to direct subpoenas to employers in order to garner this vital information.

Medical Enforcement

[bookmark: _GoBack]Currently, it is very unclear, following the enactment of the ACA, whether Congress intends the child support program to continue to have a role in establishing and enforcing medical support.   If we continue to have such a role, it is imperative that the health insurance marketplaces be changed to better support the collection of information that will be needed for a referral of the case to the child support program, especially noncustodial parent information and other pertinent paternity information and regarding claims of good cause for not referring a case to child support because of domestic violence concerns.

Conclusion

Congress is in a position to revise Title IV-D to improve and create new collection tools, and to create new databases of information that will greatly improve the effectiveness and efficiency of the child support program.  We thank you for this opportunity to suggest comments in the report, and hope this information is helpful.
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The monthly OCSE/ NCCSD Leadership Conference Call took place on April 9, 2015 at 3:00 pm. President Sharon Santilli and Vice President Carol Eaton met with Commissioner Vicki Turetsky, Donna Bonar, Yvette Riddick, Lashawn Scroggins, Joe Bodmer Linda Dimeke, Barbara Lacina  and others from OCSE. The following issues were discussed:

· IRS Reversals- Donna Bonar indicated that there was a high level meeting with the Bureau of Fiscal Services on Tuesday and a legal issues was raised which required research. She does not know the nature of that legal issue. She indicated that the Assistant Secretary is very much involved in the issue. They believe at this point, however,  it would be the proper approach to wait until after April 15 to make contact again. Programming has been underway for the 6 month limitation which is encouraging. It is costly to reverse programming. The earliest returns were filed in February so 6 months from that date would bring us up to August at the very earliest, for the limitation on reversals. So even if the reg is issued now, it will still help. Donna also mentioned that 20,000 cases have been referred to the IRS for investigation thus far.

· CERT Guide- Joe Bodmer said they have been meeting internally to work on the certification guide. Once completed it will be shared with directors for feedback. The appendix to the cert guide will include lessons learned, best practices, forms, terms and conditions in contracts approved by the OCSE etc. Through webinars he has gathered information about creative programs. He wants to hear, collect and share data. Example Kate Richardson from Oregon explained about creative financing in Oregon for a new system. Other states can benefit from sharing this information.

·  A87 Exception- Joe explained that a tri -agency letter will be issued extending the 90/10 medicaid funding permanently and the A87 exceptions extended to December of 2018. There is therefore a lot more time to integrate systems and a huge opportunity available.

· “CALT”- Joe also described the Collaborative Application Lifecycle Tool- States human services agencies can share all types of programs and documentation through the use of this tool- Sort of like a document repository. Example: if one state has written MAGI rules another can simply take those rules and apply them in their state rather than starting from scratch. There will be a help desk available at OCSE. Each state will have their own designated administrator. Vendors may access as well. It will be available at the end of June.

· 1115 Grants- Barbara Lacina announced that within the next couple of months there will be a series of conference calls to discuss ideas for competitive grants. 1115 grants were not subject to sequestration. They are evidence based grants and have an evaluation component.  The SIP discretionary grants were subject to sequestration, and there was insufficient funding to sustain. Good news- the 1115 grant funding has increased.

· 157 Report- Dennis Putze stated that the current 157 form has been renewed for 3 more years. So on September 30th 2015 we will use the same form. A workgroup will be formed soon to discuss possible changes to the form. We will have plenty of notice in time to program the new 157 form.

· Social Security Administration Ticket to Work program – Sharon inquired about this program she had heard about. Linda Dimeke explained that the disabled who can, and want to, work part time 10 hours a week for extra income, will be assisted to do so without affecting their current benefits. This will not affect our caseload since these ncps are still considered permanently disabled.

· NCCSD Conference Agenda- We discussed the agenda and OCSE designated sessions. OCSE was pleased that they had 3 sessions on the agenda. Vicki indicated regarding the Report to Congress session Finishing Touches”, she would share what they had heard in their listening sessions, discuss comments made, the main points, perhaps share some stories from parents, and ask for feedback from eth audience. It will be a very interactive session. Vicki indicated that although OCSE is not allowed to form focus groups, they are permitted to listen into other group discussions. She indicated that OCSEs “listened in” to a discussion of a national group of Judges, Magistrates and hearing Offices on child support issues which is within their legal authority.  

· Report to Congress Letter- I indicated we would be sending the letter soon and she assured us we were not late.

· Closed Session- We reviewed the rather lengthy list of topics submitted. We all agreed that some of the topics could be addressed in a brief conference call as opposed to our face to face meeting opportunity. We should focus on some in depth topics. We could have an in depth discussion about medical however… keeping in mind that any proposals/ideas involving  regulations won’t survive Congress. Further CMS will not budge on the application regarding gathering ncp or good cause information . We also discussed whether we knew what we wanted to propose with respect to medical. Was there even a consensus among Directors. We did not think so. We decided to focus on a discussion  informing each other about concrete examples of what is occurring daily in our caseloads and at court. The conflicts between child support vs market place vs IRS etc. We also settled on a discussion of Imputed Income from the perspective of what it means per State and when is it applied. This will be beneficial for all. Those two topics will probably take the bulk of the two hours allotted.

· The call adjourned at 4:00 pm.




